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Introducing The Cyber Resilience Centre Network…

Key component of the new 
National Cyber Strategy

Not-for-profit organisations with 
strong policing links

Partly funded by the Home Office 
and backed by Government

National Centre set up to support 
Regional CRCs

Network of National Ambassadors 
to support the Centres

Focus is on SMEs and third 
sector organisations

Collaboration between policing, 
industry and academia

London launched in 
October 2022



Cyber Breaches Survey 2023
32% suffered at least one cyber attack or breach in the past 12 months

59% of Medium-sized firms suffered an attack or breach

69% of large firms suffered an attack or breach

37% have cyber insurance (as part of general business insurance)

18% provided staff with some form of training

38% report a cyber incident to an outside organisation

30% have a Board members with responsibility for cyber security

71% see cyber security as a priority

79% of attacks were from phishing

2.39 Million Cyber-Crimes last year…



Most Common Types of Attack

Source: Cyber Breaches Survey 2023

Phishing

Impersonation (BEC)

Viruses (Malware)

Password Vulnerability

Supply Chain Resilience



Response to Most Disruptive Attack or Breach

Source: Cyber Breaches Survey 2023



Percentage of organisations that have done 
any of the following since their most disruptive 
breach or attack of the last 12 months, in cases 

where breaches had material outcomes

Source: Cyber Breaches Survey 2023



So how do we tackle the challenge?…

Education, Education, Education

De-mystify Cyber Security / Resilience

Understand Behaviour and Triggers

Get the Basics Right! 

Focus on the Positives – Business Benefits 

…Legislation?
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